


Pylones at a glance



Founded in 1997

Owned by Cyprus 

based P.M. Tseriotis  

Group

Activities in Greece, 

Cyprus, Central & 

Southern Europe 

with numerous 

projects 

internationally

Turnover: >12.1m Euros 

(steadily increasing for the 

past 10 years)

ISO

9001 | 27001 | 27701

20000-1 | 22301 | 14000

>11  International 

Projects

Focuses +90% in Private 

Sector  (Corporate & 

Enterprise ICT Market)

>50 Full Time 

Employees (25% more 

than 10 years with the 

company)

50+ vendor certifications

(F5, HPE, IBM, AWS, 

Okta,  Palo Alto, Microsoft 

etc. )

Long term partnership 

with leading companies 

in the private sector

13+ International 

Vendor 

partnerships



Pylones a Technology Partner of Choice

To make an online/mobile 

banking transaction or preview 

your insurance identity & 

contract we gave our best!

85% Banks - 60% Insurance 

trusting us  

with >100 projects 

delivered the past 10 years

When you pick up your 

mobile phone to call someone 

or open your 4/5G to surf be 

sure that Pylones has put its 

hands on it!

100% Telcos

rely on us

with >150 projects 

delivered the past 10 

years

We are in favor from Large 

Enterprise Sector 

for lots of reasons…

80 different organizations

choose us

with >500 projects 

delivered the past 10 

years



Public sector trust us too, 

taking the GOV digital 

experience  

to the next level

with >30 projects 

delivered the past 3 

years

Companies wants to pick up 

their phone and help them 

solve their daily problems 

making us their 

IT support 

partner of choice

rise of 20% in Support 

Contracts every single 

year!

Guess who trust Pylones

Customer’s feedback 

reflect if we deliver what 

we promised, and every 

year customers rate us

with up to 95%

8 in 10 customers 

rate us with 100%



NIS2 Directives



Key Directives

Risk Assessment and Management:

• Conduct regular risk assessments.

• Implement appropriate security measures.

• Develop incident response plans.

Incident Reporting and Notification:

• Establish procedures for reporting and notifying relevant authorities of cybersecurity incidents.

• Cooperate with competent authorities in investigations.

Security Measures:

• Implement appropriate technical and organizational security measures.

• Protect sensitive data and systems.

• Ensure business continuity.

Business Continuity Management:

• Develop and maintain business continuity plans.

• Test and update plans regularly.

• Ensure rapid recovery from incidents.



Key Directives

Risk assessment Directive Incident Reporting Directive Security Measures Directive Business Continuity & DR Directive

F5/Mazebolt (DDoS assessment and 

protection)

SecurityHQ (SOC services) Okta (Identity Access Management)

Sailpoint (Identity Governance)

Veeam (Backup / Restore / DR for on 

prem, cloud, hybrid models)

Palo Alto (Firewalls protection - EDR) Sailpoint (IGA) F5 – Aruba/HPE (networks security for 

cloud or on prem or hybrid models)

AWS (Backup for Cloud Infra)

Okta (Identity Access Management)

Sailpoint (Identity Governance)

AWS (Cloud) Palo Alto (Firewalls – Endpoints 

security)

Aruba/HPE (Networks Backup)

AWS (Cloud infrastructure assessment)

Aruba/HPE (Networks assessment)

Palo Alto (Firewalls protection - EDR) Mazebolt (DDoS assessment and 

mitigation)

AEG Swift (Transactions security) AWS (Cloud security)

Veeam (Backup security) Veeam (Immutability and Backup 

security)

AEG Swift (Transactions security)



Solutions Overview



Identity Access Management





SailPoint enables organizations to answer 

Identity
Governance

Can you

Who
currently

has access?

Prove it?

Is access 
Appropriate

CRITICAL 
QUESTIONS3

Identity Governance & Administration (IGA)







Get App 
Security 
Without 

Compromise



Get App 
Security 
Without 
Compromise





   Web Application 

Firewall

 (AWAF)

BOTs

• Proactive bot defense

• Anti-bot mobile SDK

• Client and server monitoring

APPs from DoS

• Auto-tuning

• Behavioral analytics

• Dynamic signatures

Account Takeover

• App-level encryption

• Mobile app tampering

• Brute Force protection

APIs from all above

OWASP Compliance Dashboard

Mobile

Bot Mitigation

Credential Protection

App-Layer DoS

Hacker

Anti-bot

Mobile SDK

Bots

F5 Advanced WAF

Users
credentials



Full proxy for protocol/traffic inspection, manipulation and optimisation

Sophisticated programmability iRules 

Extensive protocol support

LTM – Not so BASIC Load Balancer



Modern, Fast, Scalable

Lightweight

Enterprise-grade APP Delivery

Security onboard

No sacrifice in performance

Load balancer

API gateway

Content cache

WAF

NGINX Plus 
DYNAMIC APPLICATION 

SERVICES

Analytics PolicyControl

API managementApplication delivery
Service
mesh

Web server

Polyglot app server

NGINX Unit
DYNAMIC APPLICATION 

INFRASTRUCTURE

Kubernetes 
Ingress Controller/ 
Openshift Operator

High-Performance APP Delivery + API Mgmnt









Data
Center

Public
Cloud

SaaSInternet

Remote sites

M
PL

S

In
te

rn
et

LT
ECloudGenix 

Controller

Deploy Cloud APPs without upgrading 

MPLS , Improve APPs Performance

Increase branch office Availability & 

Capacity via broadband internet

Add Internet to branches while 

maintain consistent security perimeter

Simplify networking - Reduce branch 

HW, support and WAN costs

SD-WAN - Industry’s 1st Next-Generation SD-WAN

Firewalls



Secure Access Service Edge (SASE) NIS2 Directive

• A plan for handling security 
incidents

• Cybersecurity training and a 
practice for basic computer 
hygiene.

• A plan for managing business 
operations during and after a 
security incident. 

Secure mobile users across hybrid environments

Prisma Access
NW + Security as a Service

Zero-touch provisioning

VPN Killer:  No DC 

backhauling

Zero Trust Architecture + 

NGFW

Unmanned mobile Users

Dynamic BW allocation

SLAs: O365, Google G Suite, 

Slack

Prisma Cloud
Cloud Native Security 

Platform (CNSP)

Cloud security posture 

management (CSPM)

Cloud workload 

protection (CWPP) 

Hybrid, multi-cloud 

infrastructures

Microsoft Azure AD
Cloud IAM

on-premises applications

SaaS applications



Secure Access Service Edge (SASE) NIS2 Directive

• A plan for handling 

security incidents

• Cybersecurity training and 

a practice for basic 

computer hygiene.

• A plan for managing 

business operations during 

and after a security incident. 

Prisma Access
NW + Security as a Service

Zero-touch provisioning

VPN Killer:  No DC 

backhauling

Zero Trust Architecture + 

NGFW

Unmanned mobile Users

Dynamic BW allocation

SLAs: O365, Google G Suite, 

Slack

Prisma Cloud
Cloud Native Security 

Platform (CNSP)

Cloud security posture 

management (CSPM)

Cloud workload 

protection (CWPP) 

Hybrid, multi-cloud 

infrastructures

Microsoft Azure AD
Cloud IAM

on-premises applications

SaaS applications



Endpoint Security
Unified experience for Prevention, 
Detection, Investigation, and Response

• Cloud SIEM

• DATA LAKE

• Forensics

• Incident Response

• Cloud & NTA & ID

• 3ʳᵈ Party Data Engine

• Host Insights

• Anti-Ransomware

• Behavioral Analysis

• Exploit Isolation

• 0-day protection

• Asset Management

• Compliancy

Cortex XDR  NIS2 Directive

• Risk 

Assessment



Recover - Back up & Restore

NIS2 Directive

A plan for managing 

business operations during 

and after a security incident.



Detect and Respond

Managed Security Cyber Risk Management

Managed Detection & Response (MDR)

Managed Extended Detection & Response (XDR)

Managed Network Detection & Response (MNDR)

Managed Endpoint Detection & Response (EDR)

Managed Azure Sentinel

Managed Firewall

Managed Endpoint Protection (EPP)

Managed Email Gateway

Managed Data Security

Digital Risk & Threat Monitoring

Penetration Testing

Vulnerability Management

CISO as a Service 

Security Controls Assessment

Respond – SOC Services

Digital Forensics & Incident Response (DFIR)



WHY 
SECURITY 
HQ?
MANAGED SECURITY 

SERVICES

SOC Team

Staff
Certifications

▪GPEN

▪GWPAT

▪CCSE, 

CCSM

20
Years of

Experience

+300
Certified Security 

Analysts

6
Data Centers

▪GCIH

▪CISSP

▪OSCP

SLA

▪JNCIS, JNCIP

▪FCNSP

▪AWS, Azure Security

▪ECIH

▪PCNSE

▪CCIE

▪IBM 



Unique Service Delivery Model

Ensure the customer is stratified 

with the service levels

• Dedicated SDM

• Dedicated Technical Lead

• Service Assurance Lead

Support 24*7

Conduct weekly meetings 

with the customer

Manage escalations (bi directionally. 

From SOC to Customer and vice 

versa)

Ensure all deliverables are met, 

to quality and on time

Coordinate with the customer team and 

provide coordination between the SOC 

team and the Customer Security and IT 

teams.

Service Delivery 

Management





Advanced Cybersecurity



Thank you
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